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Coverage Speed Price

Fixed broadband 94%

Mobile           232%

Average peak speed

116.2 Mbit/s

Most Affordable
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• Diversified and sophisticated 
cyber threats

• Fast-Spreading malware

Global Trends

3



Awareness and Capability 
Development

Robust and Secure Cyber 
Environment

Secure and Resilient 
Government IT infrastructure
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Firewall

Intrusion Detection

Intrusion Prevention

Monitor
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• Security Risk Assessment and Audit

• Security Compliance Audit
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Government Services

Communications
Banking & Finance

Transportation
Public Utilities

Liaison & 
Coordination

HAPPY STORE
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Reminders
Security Alerts
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www.cybersecurity.hk
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http://www.infosec.gov.hk/english/main.html
http://www.infosec.gov.hk/english/main.html
http://www.cybersecurity.hk/tc/index.php
http://www.cybersecurity.hk/tc/index.php
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Government 
IT Security 
Policy and 
Guidelines

Government 
Security 

Requirements

ISO 
27001/27002 

Standards

Industry Best 
Practices
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Better mobilisation

Faster response
Risk Based Approach Compliance Monitoring

Governance Risk
Management

Compliance

& Audit 
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Centre

Information Security 
Management 

Committee

Departmental

Department
Security Management

Structure

Strengthen

• Define More Clearly 
Responsibilities and Duties

• Mobilise Resources
• Quick Decision Making
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Government

International 
Partners

Private Sector

Individuals
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Thank You




