The Year 2000 Problem 

for Computer Systems and Embedded Systems

Check-list for Building Services Installations



What is the Year 2000 problem (commonly known as the "Millennium Bug" problem)?



	The Year 2000 (Y2K) problem occurs because, in order to save memory space, years were programmed to be recorded in our computer systems by using the last two digits only instead of all four; for instance, "98" is used to represent "1998".  As a result, upon the arrival of the year 2000, some computer systems may not be able to tell whether "00" stands for "2000" or "1900" and thus may fail to operate properly.  Such systems are commonly referred to being Y2K non-compliant.  Apart from computer systems, equipment embedded with microprocessor based systems may also be affected by the Y2K problem.



	To ensure a smooth transition to year 2000 for the community at large, Government and organisations providing essential services (such as financial institutions, power companies, public transport operators, hospitals and telecommunications companies, etc) are actively carrying out system rectification work and contingency planning with a view to minimising possible adverse impact that may be brought about by the Year 2000 problem.



	This pamphlet explains the possible impact of the Y2K problem on common building management systems and public facilities in buildings.  The objective is to enable everybody to prepare themselves for the arrival of the new millennium.



When will the Year 2000 problem strike?



	For public facilities that are not Y2K, it is very likely that they will not be able to function properly on the following dates as a result of the Year 2000 problem -



1 January 2000; and

29 February 2000 (since a non-compliant system may not recognise year 2000 as a leap year).

�	Depending on the design of the concerned system or equipment, apart from the aforesaid dates, it may also fail to function properly as a result of the year 2000 problem on other dates, such as 9 September 1999.  Those dates on which the year 2000 problem may strike are generally called "critical dates".



	Generally speaking, very few building management systems in residential buildings rely on date for their operation.  But many recently developed buildings, especially commercial buildings and intelligent buildings, have installed building management systems that are centrally controlled by computer to provide air-conditioning, security services and the like.  These building management systems are embedded with microprocessor and are capable date functions.  If these are not Y2K compliant, they may not function properly on critical dates.



	Property management companies or Owners Corporations should approach the maintenance contractors as a matter of urgency to see if the building management systems within their purview are Y2K compliant, and arrange for the maintenance contractors to check the systems if necessary so as to ensure safety and avoid any inconvenience as a result of system failure.  If any system is found to be Year 2000 non-compliant, early action should be taken to rectify the system and to draw up contingency plans.



	The following paragraphs set out common building management systems and equipment in commercial and residential buildings, and explains whether they would be affected by the Year 2000 problem on critical dates.



I. 	Building Management Systems or Building Automation Systems 



	Building Management Systems (BMSs) monitor and control various building facilities with the aid of a central computer.  Many recently developed commercial buildings or intelligent buildings have installed BMSs but they are less common in residential buildings.  The major functions of a BMS include the switching on/off of lighting and air-conditioning systems, the operation of security and burglar systems and water pumps as well as the monitoring of power supply, etc.  BMSs often operate in accordance with pre-programmed schedules.  Thus, if BMS is not Y2K compliant, various facilities in the building may not function properly.  For instance, the lighting and air-conditioning systems may be turned off at the wrong time, the security door may be locked up, etc. It is particularly noteworthy that there is a high possibility of year non-compliance for the central computers in some of the older models of BMSs.  Such systems must be rectified as early as possible.



II.	Fire-fighting equipment and fire alarm systems



	Most fire-fighting equipment ( including smoke detectors, sprinklers, fire reels, break glass alarm, etc.) and fire alarm systems do not have date-specific functions.  Thus, they are not likely to be affected by the Y2K problem.  However, some of the more recent models of fire alarm systems often contain microcomputers or are controlled by central computers.  In such circumstances if the computer to which such fire fighting equipment is connected is non year 2000 compliant, errors in the date log of the fire-fighting system will arise.  Nevertheless, by and large this is unlikely to either generate false alarm or fail to factory in the event of fire.

	To avoid any inconvenience, users should as a matter of priority check with the maintenance contractors to see whether the concerned systems or equipment contain any microcomputers or are connected to a central computer.  If so, users should ascertain whether the systems or equipment are Y2K compliant as soon as possible.



III. 	Burglar alarm / security systems / access control systems



	These systems are installed in residential and office buildings to control access, detect unauthorised entry, record particulars of persons passing through and maintain surveillence within the building by closed-circuit television.  All security systems connected to a central computer system may be affected by the Y2K problem.

	

	Burglar alarms or number locks that are not connected to a central computer system usually do not rely on dates for their normal operation and so are thus unlikely to be affected by the Y2K problem.  But for card access systems which use the date to check the validity of the cards, it is necessary to check if they are Y2K compliant.



	As for closed-circuit television systems for security purpose, some of them may have date and time functions.  If they are non-compliant, they may continue to perform the display and video recording functions as usual but the date and time log may be incorrect.



IV.	Air-conditioning system



	Most stand-alone air-conditioning systems (including window-type and split-type air-conditioners) used in homes are unlikely to be affected as they normally do not rely on date information for operation.  Large heating, ventilation and air-conditioning systems in commercial buildings and intelligent buildings are usually equipped with embedded microcomputers.  These systems control the switching on and off of various parts of the systems and to monitor the temperature and air flow, etc. by reference to date and time.  Thus, if these systems are not compliant, they may not be able to function properly.



V.	Electricity distribution system 



	Electricity distribution systems, especially those in residential buildings, seldom use date as part of their functions.  Therefore, these systems are unlikely to be affected by the Y2K problem.  However, it is advisable to check whether they are indeed date-sensitive so as to avoid any inconvenience caused by power failure.



VI.	Elevators and Escalators



	Most elevators and escalators is residential buildings do not rely on date information for their operation.  Thus, they are unlikely to be affected by the Y2K problem.  The elevator systems in some commercial buildings may operate according to a pre-scheduled programme in the central computer (e.g. some of the elevators may shut down on holidays).  If these systems are not Y2K compliant, they may not operate as scheduled , thus resulting in chaos and inconvenience.



VII.	Water Pumps (for both drinking and flushing water)



	Most water pumps in residential buildings are mechanically controlled and do not require date information for operation.  Thus they should not be affected by the Y2K problem.  Some modern commercial buildings or intelligent buildings may use the central computer systems of the BMSs to control the operation of water pumps.  In such cases, the operation of the water pumps would be affected if the central computer system is not compliant.



VIII.	Backup lighting and electricity generators



	Although there may be embedded microprocessors in backup lighting system and generators, they are not date- or time-sensitive and are thus unlikely to be affected by the Y2K problem.  Where such equipment is connected to the central computer systems of the BMSs, it is necessary to check whether the date and time log functions of such equipment may be affected if the central computers are not compliant.



IX.	Car park management systems



	Such systems are used to control and monitor entry into a car park, issue parking tickets and calculate the parking fee. The computer in these system rely on the time and date to function.  Thus it is very likely that these systems will be affected by the Y2K problem.



＊＊＊＊＊＊＊＊＊



	Inspection of various BMSs should be carried out by qualified technicians.  If certain systems are affected by the Y2K problem, rectification or replace ment of the non-compliant parts should be carried out as soon as possible.  You should also consider drawing up contingency plans so as to minimise any possible adverse impact of the Y2K problem.



	Further information on the Y2K problem can be found on Government's Y2K Problem web site (http://www.year2000.gov.hk). 



Information provided in this pamphlet is for general reference only.  It gives a brief introduction on whether 
and generally how 
common building management systems and equipment would
 be affected by the Y2K problem
 
and
 
general guidance on possible solutions to such a 
p
roblem.  Systems and equipment vary.  For enquiries about the Y2K compliance status of systems and equipment currently in use, you should approach the suppliers or agents of the concerned system/equipment.

��





What is meant by "Y2K compliant"?



	For computer and embedded systems which are Y2K compliant, they would not be affected by or be out of order as a result of the Y2K problem prior to, during and after the year 2000.  Specifically, Y2K compliance means that -



no value for current date will cause any interruption in normal operation;

date-based functionality must behave consistently for dates prior to, during and after year 2000;

in all interfaces and data storage, the century in any date must be specified either explicitly or by unambiguous algorithms or inferencing rules; and

year 2000 must be recognised as a leap year.
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